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YOU CAN BANK ON IT: ENFORCING  
AGAINST UNLAWFUL INFORMATION 
EXCHANGE REMAINS TOP OF ANTITRUST 
REGULATORS’ AGENDA
The EU’s highest court has ruled that “standalone” exchanges of 
commercially sensitive information between competitors can be regarded 
as a breach of the competition rules if they remove uncertainty in the 
market, regardless of any actual effects on competition.    

The ruling comes in response to a request in relation 
to a decision by the Portuguese Competition Authority 
to impose fines totalling €225 million on the country’s 
14 largest banks for allegedly participating in unlawful 
exchanges of information between 2002 and 2013, 
contrary to EU and national competition rules. 

This follows a series of high profile fines and changes 
to regulatory guidance on both sides of the Atlantic. It 
serves as the latest reminder that unlawful information 
exchange remains a clear enforcement priority for 
regulators (and not just in the EU) and therefore a key 
area of risk for businesses. 

Given the severity of the potential consequences of 
a breach, now more than ever businesses – and their 
parent companies – should consider ways to minimize the 
heightened risks. 

REMOVING UNCERTAINTY IN THE MARKET  

In September 2019, the Portuguese Competition 
Authority fined Portugal’s 14 largest banks, including 
Banco Santander and BBVA, for sharing commercially 
sensitive information about home loans, consumer credit 
and corporate lending. It found that they had exchanged 
information on current and future credit spreads and the 
volume of loans they had made in the preceding month, 
and decided that these practices amounted to a restriction 
of competition “by object” – i.e. conduct that is inherently 
harmful to competition without needing to examine any 
actual effects. 

The majority of the defendant banks appealed the decision 
to the Portuguese competition court on the basis that 
the exchanges in question were not sufficiently harmful 
to constitute an object restriction. Upon request by the 
national court, the EU Court of Justice has clarified that for 
a market to operate “under normal conditions”, each player 
must independently determine the policy it intends to 
adopt and be “uncertain as to the timing, extent and details 
of any future changes in the conduct of its competitors on 
the market”. As such, the Court deemed that an exchange 
of information that removes this uncertainty must be 
regarded as having characteristics linking it to a form of 
coordination, which is harmful by its very nature. 

Importantly, the Court rejected the banks’ arguments that 
“very sporadic” exchanges of information (i.e. once or twice 
a year) cannot constitute a restriction by object. Indeed, in 
the Court’s view, even a single instance of contact “may 
suffice to remove uncertainty in the minds of the parties 
connected”. Therefore, the mere fact of a single, unilateral 
exchange of information can be sufficient to constitute a 
breach of the EU rules, regardless of whether it had any 
actual effects on competition.

It will now be for the national court to carry out the 
factual assessments necessary to determine whether 
the exchanges in question did in fact constitute an object 
restriction.   
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https://www.concorrencia.pt/en/articles/adc-imposes-fine-225-million-euros-14-banks
https://curia.europa.eu/juris/document/document.jsf;jsessionid=DD5ED7997FBEAF56EA6FF314C25433E1?text=&docid=288834&pageIndex=0&doclang=en&mode=lst&dir=&occ=first&part=1&cid=3821894
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A BROADER ENFORCEMENT PRIORITY 

Sharing information with competitors is often a 
prerequisite for many commercial arrangements including 
M&A negotiations, R&D collaborations, and joint bidding 
arrangements. While information sharing can be justified in 
some circumstances, exchanges of commercially sensitive 
information can present antitrust risk, potentially exposing 
businesses and individuals to serious sanctions including 
fines of up to 10% of annual global revenues, follow-on 
private damages claims, director disqualification and even 
allegations of criminal liability.

As we have discussed previously, ramping up enforcement 
against unlawful information exchanges has been on the 
cards, with regulators updating or even repealing guidance 
on when exchanges will be considered unlawful, as well as 
removing certain applicable safe harbours. 

Meanwhile, a recent decision by the UK’s telecoms 
regulator (Ofcom) shows the risks of even a single, 
unilateral exchange of commercially sensitive information, 
whereby Ofcom fined Sepura £1.5 million for disclosing 
its pricing intentions for an upcoming tender via text 
messages to its competitor Motorola.

Therefore, businesses should expect to see more 
standalone cases addressing allegedly improper 
information exchange and coordination, including in the 
M&A context.

HEIGHTENED RISKS FOR PARENT COMPANIES TOO  

The risks involved are just as relevant to parent companies 
(including private equity investors) who can be held 
jointly and severally liable under EU and UK law for the 
anti-competitive conduct of subsidiaries over which it 
exercises “decisive influence”. Crucially, this means that 
parent companies can be treated as having participated in 
the unlawful exchange, regardless of whether they were 
actually involved or even aware of it. 

HOW TO MITIGATE THE HEIGHTENED RISKS  

Given the enforcement focus on information exchange and 
the significant related risks, businesses should more than 
ever assess risk early and with a broad perspective, and 
consider ways to minimise it. 

For example, businesses should consider:

 ▪ Refreshing compliance policies and training 
programmes for sales, M&A, and other teams on 
avoiding breaches in the first place, including refreshers 
on what constitutes commercially sensitive information;

 ▪ Limiting commercially sensitive information shared as 
part of M&A diligence;

 ▪ Implementing clean teams or other structural 
safeguards to limit information sharing internally with 
employees who may be able to use that information in 
their day-to-day roles; and

 ▪ Revisiting internal guidelines for employee participation 
in trade associations and industry groups, and the use 
of benchmarking and industry survey service providers.

https://antitrust.weil.com/global-antitrust-trends-for-2024-successfully-navigating-the-global-antitrust-landscape/
https://www.ofcom.org.uk/phones-and-broadband/telecoms-infrastructure/ofcom-fines-sepura-1.5m-for-breaking-competition-law
https://antitrust.weil.com/the-parent-trap-dealing-with-sponsor-liability-for-antitrust-breaches-by-portfolio-companies/
https://antitrust.weil.com/the-parent-trap-dealing-with-sponsor-liability-for-antitrust-breaches-by-portfolio-companies/
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FOR MORE INFORMATION
Our Antitrust team is available to discuss any of these issues with you and answer any specific questions 
you may have. If you would like more information about the topics raised in this briefing, please speak to 
your regular contact at Weil or to any of the authors listed below:
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